**DIGITAL SECURITY Wordlist**

White hat hacker

black hat hacker (cracker)

grey hat hacker

cybercriminal

flaw in the system

virus propagation

fraud

intellectual property theft (the act of robbing people or organizations of their ideas, inventions, creative products, and other types of IP)

penetration test

scam

Social engineering

Phishing (Phishing is a form of social engineering. Phishing attacks use email or malicious websites to solicit personal information by posing as a trustworthy organization)

Piracy

copyrighted software

legitimate software

malware (malicious software)

to alter the computer data

Virus

Worm

Trojan horse

Spyware

Ransomeware

Cyberstalking

Cyberterrorism

to be disguised as innocent-looking file

to be embedded within legitimate software

suspicious website

to exploit software vulnerabilities

to give remote access to smth

attachment

to hijack

to gain unauthorised access

to fix bugs

Antivirus

Firewall

Adware

Bots

DDOS attacks (destributed denial of service attack)

Rootkit

BSoD (blue screen of death)

power surge

to track

computer’s make

stable current

surge protection

surge strip (surge suppressor / surge protector)

database

recovery

to unplug

[maintenance](https://www.multitran.com/m.exe?a=118&s=maintenance&l1=1&l2=2&init=1)

to back up (files)

to delete

Antispyware

Troubleshooting

to jump to conclusions

error

User manual

safe mode

cooling fan

heat sink

power supply